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Yes – then the breach 
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people’s rights and 
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Personal Data 

Breach occurs 

Initial risk analysis – 

Head, DPO & key 

personnel 

Consider contacting the 

Data Subject(s) – 

mandatory – if there is a 

high risk to the rights and 

freedoms of individuals 

Notify relevant 

Trustees 

and/Governors 

Take action to recover 

the data, mitigate the 

loss, reduce the risks 


